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Abstract of the contribution: This contribution proposes conclusions for KI#1. 
1 Discussion
This p-CR proposes the conclusions for KI#1. 
2 Proposal
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8.1	KI #1: Conclusions 
The system architecture as shown in TR 23.700-06 Figure 6.1.1-1 to 6.1.1-3 should be used as the basis for normative work for the case of PLMN. The figures should be documented as informative annex during the normative work.

The MWAB-gNB in the MWAB is responsible for providing NR Uu access to UEs. The MWAB-gNB has complete gNB functionalities. The MWAB-gNB is controlled by MWAB-UE to determine if it can act as MWAB. The MWAB-UE provides the backhaul connectivity for MWAB-gNB through its PDU session connectivity using BH-5GC.
N2/N3/Xn interfaces of MWAB-gNB are tunnelled through Backhaul PDU session(s) and connected to 5GC serving the UE and one or more neighbouring gNB(s). Same or different PDU Sessions of MWAB-UE can be used for carrying the above traffic. The UE establishes the PDU session based on its configuration of URSP which matches the MWAB-gNB traffic to appropriate PDU session.
Editor's note:	RAN3 feedback is required for above principles before progressing the normative work.
[bookmark: _GoBack]The MWAB-UE should not access the MWAB-gNB cells, the mechanisms to achieve this is in the scope of RAN WGs.
MWAB-UE configuration:
The information of the OAM server(e.g. IP address/FQDN) is provided to the MWAB-UE per PLMN which it is supposed to support. The MWAB can be (pre-)configured with UE policy or provisioned using existing UE Policy mechanism as defined in TS 23.503 [45] including the OAM access PDU session parameters for the authorized PLMNs.
MWAB-gNB configurations:
The MWAB-gNB connects to the OAM server of the PLMN which it is supposed to support using preconfigured information (e.g. FQDN/IP address of the OAM server) over BH PDU session established by the MWAB-UE. It provides its information (e.g. geographical location of MWAB) to the OAM server and receives the N2 configuration information. This includes for example the configuration on the AS layer operation, information to be broadcasted in the SIB, e.g. PLMN ID(s). Details of the configuration information are out of scope of SA2. .The OAM server may also provide information to discover the AMF(s) which it is supposed to connect to. It may include supported TA list, supported S-NSSAI list per TA and FQDN/IP address of the default AMF based on location information of MWAB. Once MWAB-gNB connects and provides information received from the OAM server to the default AMF, it can send the list of NF(AMF) profiles which the MWAB-gNB needs to connect to by requesting NF discovery to the NRF with information( e.g. list of supported TAs, supported S-NSSAI(s) per TA) as described in TS 23.501 clause 6.3.5.
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